
WISeKey QuoVadis Privacy Notice Highlights – Digital 

Certificates and Signing Solutions 
 

This WISeKey QuoVadis (“WQV” or “QuoVadis”) Privacy Notice Highlights provides a shorter summarized 

version of the full WISeKey QuoVadis Privacy Notice, which can be found here in the WISeKey QuoVadis 

Repository. It relates to the services provided by us for the issuance of digital certificates and the provision 

of signing solutions.   

We take your privacy seriously and will only use your personal data to deliver the products and services 

requested. 

Who are we? 
WQV is the PKI Brand (Digital Certificates and Signing Solutions) of the WISEKEY International Group, the 

ultimate parent Company of which, WISeKey International Holding Ltd. is registered in Zug Switzerland. 

WQV provides services using a group of wholly-owned subsidiaries.  A list of the entities which form part 

of this group and are relevant to the provision of digital certificates and signing services can be found 

here.  

All WISeKey QuoVadis companies comply with the provisions of this Privacy Notice.  

Who are our Privacy Officers? 
Our Data Protection Officer (DPO) is Pedro Fuentes.  

Our Privacy Officers are: 

• Main: Barry Kilborn 

• Deputy: Niels Schoumans 

email: WQVprivacy@wisekey.com 

What data is collected? 
We collect the data necessary for the provision of the services. This includes your name; email address 

etc. For more details on the data collected see here. 

Who is collecting it? 
We collect data directly from you or indirectly from those organisations who have entered into a contract 

with us (for example to request certificates for their employees).   

https://www.quovadisglobal.com/~/media/Files/Repository/WISeKey%20QuoVadis%20Privacy%20Notice%20-%20Certs%20and%20Signing.ashx
https://www.quovadisglobal.com/QVRepository.aspx
https://www.quovadisglobal.com/QVRepository.aspx
https://www.quovadisglobal.com/Locations.aspx
https://www.quovadisglobal.com/~/media/Files/Repository/WISeKey%20QuoVadis%20Privacy%20Notice%20-%20Certs%20and%20Signing.ashx


How will it be used? 
We use your personal data only for the provision of the products and services that we have contracted to 

provide.  

Who will it be shared with? 
We do not share your personal data with anyone save to deliver the agreed services (see next paragraph).   

Personal data provided as part of our services such as the certificate content and in some cases 

registration data, may be shared within the WISeKey QuoVadis Group in order to process the certificate. 

For full details of the types of transfers that take pace and the personal data involved see here. 

How is your data protected?  
We use a combination of technical, administrative, organizational and physical safeguards to protect your 

personal data.  Access to your personal data is restricted to those who are necessary for the delivery of 

the services. 

These safeguards are tested as part of our annual audits and accreditations.  For further details please see 

details of the our accreditations.  

Retention Periods 
We retain all personal data only for so long as necessary to comply with our legal obligations. For further 

information see here.  

Your Rights 
We comply with all relevant Data Protection/ Privacy legislation. These provide a number of rights with 

regard to your personal data.  

You have the right to request from us access to and rectification or erasure of your personal data, the 

right to restrict processing, object to processing as well as in certain circumstances the right to data 

portability.  

If you have provided consent for the processing of your data you have the right (in certain circumstances) 

to withdraw that consent at any time, which will not affect the lawfulness of the processing before your 

consent was withdrawn.  

You have the right to lodge a complaint with the appropriate Data Protection Authority if you believe that 

we have not complied with our legal obligations. For further information see here. 

Please email WQVprivacy@wisekey.com to make a request under these provisions.  In order to help us 

deal with such request please provide details of the QuoVadis product/service that the request relates to, 

the relevant WISeKey QuoVadis office/ contact person and any other details (such as customer number 

etc).  Please note that we will perform steps to verify your identity before providing any information.    

https://www.quovadisglobal.com/~/media/Files/Repository/WISeKey%20QuoVadis%20Privacy%20Notice%20-%20Certs%20and%20Signing.ashx
https://www.quovadisglobal.com/QVRepository.aspx
https://www.quovadisglobal.com/~/media/Files/Repository/WISeKey%20QuoVadis%20Privacy%20Notice%20-%20Certs%20and%20Signing.ashx
https://ec.europa.eu/info/law/law-topic/data-protection/reform/what-are-data-protection-authorities-dpas_en


Automated Decision Making and Profiling  
We do not use automated decisions in the processing of personal data.   

This Privacy Notice 
The Privacy Notice was last updated on 24th April 2018. 

Contact  
If you have questions regarding this Privacy Notice, please contact us via email at: 

WQVprivacy@wisekey.com. 

 

   

 

 


